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- Should the process be audited
- Other comments
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	
	
	
	
	
	
	
	
	
	 

	 
	
	
	
	
	
	
	
	
	
	 

	 
	
	
	
	
	
	
	
	
	
	 

	 
	
	
	
	
	
	
	
	
	
	 

	 
	
	
	
	
	
	
	
	
	
	 

	 
	
	
	
	
	
	
	
	
	
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 


 DS4 ensuring continuous service

CONTROL OBJECTIVES

4.5 Maintaining the IT Continuity Plan

IT management should provide for change control procedures in order to ensure that the continuity plan is up-to-date and reflects actual business requirements. This requires continuity plan maintenance procedures aligned with change and management and human resources procedures. 

4.6 Testing the IT Continuity Plan

To have an effective continuity plan, management needs to assess its adequacy on a regular basis or upon major changes to the business or IT infrastructure; this requires careful preparation, documentation, reporting test results and, according to the results, implementing an action plan.

4.7 IT Continuity Plan Training

The disaster continuity methodology should ensure that all concerned parties receive regular training sessions regarding the procedures to be followed in case of an incident or disaster.

4.9 User Department Alternative Processing

Back-up Procedures

The continuity methodology should ensure that the user departments establish alternative processing procedures that may be used until the IT function is able to fully restore its services after a disaster or an event.

4.10 Critical IT Resources

The continuity plan should identify the critical application programmes, third-party services, operating systems, personnel and supplies, data files and time frames needed for recovery after a disaster occurs. Critical data and operations should be identified, documented, prioritised and approved by the business process owners, in cooperation with IT management.

4.11 Back-up Site and Hardware

Management should ensure that the continuity methodology incorporates an identification of alternatives regarding the back-up site and hardware as well as a final alternative selection. If applicable, a formal contract for these type of services should be concluded.

4.12 Off-site Back-up Storage

Off-site storage of critical back-up media, documentation and other IT resources should be established to support recovery and business continuity plans. Business process owners and IT function personnel should be involved in determining what back-up resources need to be stored off-site. The off-site storage facility should be environmentally appropriate to the media and other resources stored and should have a level of security commensurate with that needed to protect the back-up resources from unauthorized access, theft or damage. IT management should ensure that off-site arrangements are periodically assessed, at least annually, for content, environmental protection and security.

